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64 65

Post Sanctioned Working as on March 31, 2011

 Strength

Director 1 1

Additional Director 10 7

Technical Director 1 1

Joint Director Systems (earlier Principal System Analyst) 1 0

Deputy Director Systems 2 1

Deputy / Assistant Director (earlier Senior Technical Officer) 21 9

Assistant Director Systems (earlier System Analyst/ Programmer) 6 0

Group B, C & D 33 12

Total 75 31*

Appendix A - Staff strength of FIU-IND

* In addition 22 persons were working on contract basis

Financial Intelligence Unit - India

Appendix B - Chronology of Events for FIU-IND

2004-05

Nov 18, 2004 Setting up of Financial intelligence unit- India (FIU-IND)

Mar 16, 2005 Appointment of First Director and FIU-IND becomes operational

2005-06

Jul  1, 2005 PMLA and Rules thereunder brought into force

Mar 16, 2006 Launch of FIU-IND's website by the Hon'ble Finance Minister

2006-07

Apr 3-5, 2006 On site visit of the Operational Working Group (OpWG) of the Egmont Group

Apr 13, 2006 Visit of the high level FATF delegation to FIU-IND

Jun 12-16, 2006 Attended Plenary session of the Egmont Group at Cyprus 

Nov 6, 2006 Visit of high level delegation of the Counter Terrorism Executive Directorate (CTED) 

to FIU-IND

Feb 19-23 , 2007 Attended meeting of FATF Plenary at Strasbourg, France

Mar 29, 2007 Commencement of Project FINnet

2007-08

May 16-17, 2007 Attended meeting of the Joint Working Group (JWG-CT) with Uzbekistan at Tashkent

May 28-Jun 1, 2007 Attended Egmont Plenary Session at Bermuda

May 29, 2007 FIU-IND becomes member of Egmont Group

May 29, 2007 Attended meeting of the Joint Working Group (JWG-CT) with UAE at Delhi

Jun  25-29, 2007 Attended FATF Plenary at Paris

Aug 28-31, 2007 Attended meeting of the Joint Working Group (JWG-CT) with Australia at Canberra

Oct  8-12, 2007 Attended FATF Plenary at Paris

Oct 16-18 , 2007 Attended Egmont Working Group Meeting at Kiev

Dec 7, 2007 Attended meeting of the Joint Working Group (JWG-CT) with Japan at Delhi

Feb 08, 2008 Attended meeting of the Joint Working Group (JWG-CT) with Canada at Delhi

Feb 11-12, 2008 Attended meeting of the Joint Working Group (JWG-CT) with Mauritius at Port Louis

Feb 11, 2008 Exchange of MoU with FIU of Mauritius

Feb 15, 2008 Visit of Sir James Sassoon, President FATF to FIU-IND

Feb 25-29, 2008 Attended FATF Plenary at Paris

Mar 11-13, 2008 Attended Egmont Working Group Meeting at Santiago, Chile

Mar 11, 2008 Signing of MoU with FIU of Philippines

2008-09

May 25-29, 2008 Attended Egmont Plenary Session at Seoul

May 27, 2008 Signed MoU with Brazil

May 29, 2008 Visit of Mr. Antonio Gustavo Rodrigues, incoming FATF President to FIU-IND

Jun 16-20, 2008 Attended FATF Plenary at London

Aug 25, 2008 Joint Working Group (JWG-CT) meeting with USA at New Delhi

Oct 20-23, 2008 Attended Egmont Working Group Meeting at Toronto

Oct 21, 2008 Signed MoU with Malaysia

Dec 5, 2008 Signed Agreement with Russia

Dec 2, 2008 Joint Working Group (JWG-CT) meeting with UK at New Delhi

Dec 16-17, 2008 Joint Working Group (JWG-CT) meeting with Russia at New Delhi

Feb 23-27, 2009 Attended FATF Plenary at Paris

Mar 2-5, 2009 Attended Egmont Working Group Meeting at Guatemala
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2009-10

May 25-29, 2009 Attended 17th Egmont Plenary Session at Doha, Qatar

May 26, 2009 Signed MoU with AUSTRAC, Australia

Jun 11, 2009 Joint Working Group (JWG-CT) meeting with EU at New Delhi

Oct 12-16,2009 Attended FATF Plenary Session at Paris, France

Oct 19-22,2009 Attended Egmont Working Group Session at Kuala Lampur, Malaysia 

Oct 21, 2009 Signed MoU with Canada

Nov 20, 2009 Signed MoU with Directorate of Enforcement

Dec 1, 2009 Visit of FATF/ APG Mutual Evaluation Team to FIU-IND

Feb 15-19, 2010 Attended FATF Plenary Session at Abu Dhabi

Feb 25, 2010 Signed contract with M/s Wipro Ltd. for execution of Project FINnet

Feb 25, 2010 JAFIC delegation visits FIU-IND

Feb 28-Mar 4, 2010 Attended Egmont Working Group Session at Port Louis, Mauritius

Mar 3, 2010 Signed MoU with FINCEN, USA

Mar 26, 2010 Signed MoU with FIU of  Sri Lanka

2010-11

Apr 26-30,2010 Meeting with FATF Assessment Team at Sydney, Australia

May 5, 2010 Signed MoU  with FIU of Georgia

June 10, 2010 Signed MoU with Financial Intelligence Agency, San Marino

June 20-25, 2010 Attended FATF Plenary meeting at Amsterdam, Netherlands

June 25,2010 India becomes member of FATF

June 27- July 1,2010 Attended  18th Egmont Group Plenary at Cartagena, Columbia

July 1,2010 India becomes Co-chair of Asia Group in Egmont Committee

July12- 16,  2010 Attended  APG Annual Meeting at Singapore

Oct. 4 -7, 2010 Participated in Tactical Analysis Course at Kuala Lumpur, Malaysia

Oct. 11 - 13, 2010 Attended Egmont Working Group and Committee Meetings at  Chisinau, Moldova

Oct. 12, 2010 Signed MoU with Financial Intelligence Agency, Bermuda

Oct. 12, 2010 Signed MoU with Nigerian Financial Intelligence Unit, Nigeria

Oct. 18 - 22, 2010 Attended  FATF Plenary at Paris, France

Oct. 25-28, 2010 Attended 2010 APG Typologies Workshop at Dhaka, Bangladesh

Nov. 8, 2001 Signed MoU with Japan Financial Intelligence Centre, Japan

Nov. 15-19, 2010 Attended FATF/Egmont Group Joint Experts Meeting on ML/TF Typologies at 

Cape Town, South Africa

Dec. 6-10, 2010 Attended Regional Advanced  Analysis Skills workshop at Kuala Lumpur

Dec. 15, 2010 India becomes member of EAG

Jan. 25, 2011 Signed MoU with FINTRAC/PPATK, Indonesia

Feb. 21-25, 2011 Attended FATF Plenary at Paris, France

March 1, 2011 Attended ad-Hoc meeting on Financial Aspects of Piracy off the coast of Somalia at 

Washington, USA

Mar. 14-17, 2011 Attended Egmont Working Group (EWG) and Committee Meetings at  Oranjestad, 

Aruba

Mar. 31, 2011 Phase I of Project FINnet completed 
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Apr 05-07, 2011 Attended regional workshop organized by AUSTRAC at Kathmandu, Nepal

Apr 21-22, 2011 Attended workshop organized by World Bank & EAG at Kiev, Ukraine

May 9-14, 2011 Attended training program on Prevention of Insurance Frauds at NIA, Pune

June 6-10, 2011 Attended training program organized by IMF at NIBM, Pune 

June 14-17, 2011 Attended EAG Plenary & Working Group Meetings at Moscow, Russia

June 29, 2011 Attended 2nd Ad-hoc Meeting of Financial Aspect of Piracy  at Seoul, South Korea 

July 11-15, 2011 Attended training program organized by IMF at NIBM, Pune

July 11-15, 2011 Attended 19th Egmont Group Plenary at Yerevan, Armenia 

July 12, 2011 Signed MoUs with FIUs of Israel and Poland

Aug. 22-25, 2011 Attended Analyst Exchange Program organized by FinCEN (US FIU) at Virginia, USA

Sept. 12-15, 2011 Attended Strategic Analysis Course organized by FIU, Qatar 

Sept. 22-24, 2011 An officer visited FIU Mauritius to provide technical assistance and assessing their IT Infrastructure

Sept. 26-30, 2011 Attended FATF meeting at Rome, Italy

Oct. 7, 2011 Attended First Meeting of Working Group-5 of the Contact Group on Somali Piracy at Italy  

Oct. 21-28, 2011 Attended FATF plenary at Paris 

Oct. 24, 2011 Signed MoU with FIU, Singapore

Nov. 2-7, 2011 A team visited FIU Bhutan to provide technical assistance for setting up FIU

Nov. 23-25, 2011 Attended 15th EAG plenary at Xiamen, China

Nov. 17, 2011 Signed MoU with Nepal

Dec. 9, 2011 Attended Joint APG/ Egmont Group FIU seminar at Busan, Korea

Jan. 30- Feb. 3, 2012 Attended EWG meetings at Manila, Philippines  

Feb. 13-17,2012 Attended FATF Plenary and Working Group Meetings at Paris, France

Mar. 19-20, 2012 Attended 4th meeting of BIMSTEC at Bangkok, Thailand

Mar. 26, 2012 Phase II of Project FINnet completed

Appendix B - (continued)
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Appendix D - Important Rules/Notifications 
Date Not. No. Description

01.07.2005 1/2005 Appointed 1st July 2005 as the date on which all the provisions of the Prevention of Money Laundering 

Act, 2002 shall come into force.

01.07.2005 2/2005 Appointed an Adjudicating Authority to exercise jurisdiction, powers and authority conferred by or under 

the Prevention of Money Laundering Act, 2002. The Adjudicating Authority shall consist of a Chairperson 

and two members and shall function within the Department of Revenue, Ministry of Finance of the Central 

Government with Headquarters at Delhi . 

01.07.2005 3/2005 Specified that the New Delhi Bench of the Adjudicating Authority shall exercise jurisdiction, powers and 

authority conferred by or under the Prevention of Money Laundering Act, 2002 over the whole of India . 

01.07.2005 4/2005 Established an Appellate Tribunal at New Delhi to hear appeals against the orders of the Adjudicating 

Authority and the authorities under the Prevention of Money Laundering Act, 2002. 

01.07.2005 5/2005 Conferred certain exclusive and concurrent powers under the Prevention of Money Laundering Act, 2002 to 

the Director, Financial Intelligence Unit, India . 

01.07.2005 6/2005 Conferred certain exclusive and concurrent powers under the Prevention of Money Laundering Act, 2002 to 

the Director of Enforcement. 

01.07.2005 7/2005 Specified Rules relating to the manner of forwarding a copy of the order of provisional attachment of 

property along with the material, and the copy of the reasons along with the material in respect of survey, to 

the Adjudicating Authority and its period of retention by the Adjudicating Authority.

 01.07.2005 8/2005 Specified Rules for receipt and management of confiscated properties. 

01.07.2005 9/2005 Specified Rules for maintenance of records of the nature and value of transactions, the procedure and 

manner of maintaining and time for furnishing of information and verification of records of the identity of 

the clients of the banking companies, financial institutions and intermediaries of securities market. 

01.07.2005 10/2005 Specified Rules relating to the Forms, search and seizure and the manner of forwarding a copy of the 

reasons and the material relating to search and seizure and search of person to the Adjudicating Authority, 

impounding and custody of records and the period of retention thereof.

 01.07.2005 11/2005 Specified Rules relating to the Forms, the manner of forwarding a copy of the order of arrest of a person 

along with the material to the Adjudicating Authority and the period of retention there of by the 

Adjudicating Authority. 

01.07.2005 12/2005 Specified Rules relating to the manner of forwarding a copy of the order of retention of seized property 

along with the material to the Adjudicating Authority and its period of retention by the Adjudicating 

Authority. 

01.07.2005 13/2005 Specified Rules for the manner of receiving the records authenticated outside India. 

01.07.2005 14/2005 Specified Rules for the purpose of appeals under the Prevention of Money Laundering Act, 2002. 

13.12.2005 15/2005 Amended Rules 5, 7, 8 and 10 of the Rules notified by Notification No. 9/2005 

27.06.2006 6/2006 Specified the authorities to whom Director, FIU-IND can furnish information under  Section 66 of the PMLA

24.05.2007 4/2007 Amended definition of suspicious transaction (Rule 2), counterfeit currency transaction (Rule 3(1)(C)), due 

dates for furnishing reports (Rule 8) and requirement of verification of the records of the identity of clients 

(Rule 9) 

12.11.2009 13/2009 Amended Rule 2, 3, 5, 6,7, 8, 9 and 10 of the Rules notified by Notification No. 9/2005.

12.02.2010 67/2010 Amended requirements of maintenance of accounts and definition of beneficial owner.

16.06.2010 10/2010 Amended rule 2, 9 & 10 to include explanation to the definition of 'suspicious transaction' on transactions 

involving financing of activities related to terrorism, obligation to determine beneficial owner, ongoing due 

diligence, prohibition on keeping  or opening anonymous or fictitious accounts, etc. 

16.12.2010 14/2010 Amended rule 2 and 9 to expand the list of 'officially valid documents' (Rule 2) by including  letter issued by 

NREGA and Aadhar number issued by UIDAI and inserted provisions to enable  opening of 'small account'.

24.06.2011 6/2011 Amended the name of PMLA rule as notified vide Notification No 9/2005  to 'The Prevention of Money 

Laundering (Maintenance of Records) Rules, 2005'.
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�T�h�e� �A�n�t�i�q�u�i�t�i�e�s� �a�n�d� �A�r�t� �T�r�e�a�s�u�r�e�s� �A�c�t�,� �1�9�7�2� �(�S�.�2�5� �r�e�a�d� �w�i�t�h� �S�.�3�,� �S�.�2�8�)

�T�h�e� �S�E�B�I� �A�c�t�,� �1�9�9�2� �(�S�.�1�2�A� �r�e�a�d� �w�i�t�h� �S�.�2�4�)

�T�h�e� �C�u�s�t�o�m�s� �A�c�t�,� �1�9�6�2� �(�S�.�1�3�5�)

�T�h�e� �B�o�n�d�e�d� �L�a�b�o�u�r� �S�y�s�t�e�m� �(�A�b�o�l�i�t�i�o�n�)� �A�c�t�,� �1�9�7�6� �(�S�.�1�6�,�1�8� �&� �2�0�)

�T�h�e� �C�h�i�l�d� �L�a�b�o�u�r� �(�P�r�o�h�i�b�i�t�i�o�n� �a�n�d� �R�e�g�u�l�a�t�i�o�n�)� �A�c�t�,� �1�9�8�6� �(�S�.�1�4�)

�T�h�e� �T�r�a�n�s�p�l�a�n�t�a�t�i�o�n� �o�f� �H�u�m�a�n� �O�r�g�a�n�s� �A�c�t�,� �1�9�9�4� �(�S�.�1�8�,�1�9� �&� �2�0�)

�T�h�e� �J�u�v�e�n�i�l�e� �J�u�s�t�i�c�e� �(�C�a�r�e� �a�n�d� �P�r�o�t�e�c�t�i�o�n� �o�f� �C�h�i�l�d�r�e�n�)� �A�c�t�,� �2�0�0�0� �(�S�.�2�3�,�2�4�,�2�5� �&� �2�6�)

�T�h�e� �E�m�i�g�r�a�t�i�o�n� �A�c�t�,� �1�9�8�3� �(�S�.�2�4�)

�T�h�e� �P�a�s�s�p�o�r�t�s� �A�c�t�,� �1�9�6�7� �(�S�.�1�2�)

�T�h�e� �F�o�r�e�i�g�n�e�r�s� �A�c�t�,� �1�9�4�6� �(�S�.�1�4�,�1�4�B� �&� �1�4�C�)

�T�h�e� �C�o�p�y�r�i�g�h�t� �A�c�t�,� �1�9�5�7� �(�S�.�6�3�,�6�3�A�,�6�3�B� �&� �6�8�)

�T�h�e� �T�r�a�d�e� �M�a�r�k�s� �A�c�t�,� �1�9�9�9� �(�S�.�1�0�3�,�1�0�4�,�1�0�5�,�1�0�7� �&� �1�2�0�)

�T�h�e� �I�n�f�o�r�m�a�t�i�o�n� �T�e�c�h�n�o�l�o�g�y� �A�c�t�,� �2�0�0�0� �(�S�.�7�2� �&� �7�5�)

�T�h�e� �B�i�o�l�o�g�i�c�a�l� �D�i�v�e�r�s�i�t�y� �A�c�t�,� �2�0�0�2� �(�S�.�5�5� �r�e�a�d� �w�i�t�h� �S�.�6�)

�T�h�e� �P�r�o�t�e�c�t�i�o�n� �o�f� �P�l�a�n�t� �V�a�r�i�e�t�i�e�s� �a�n�d� �F�a�r�m�e�r�'�s� �R�i�g�h�t�s� �A�c�t�,� �2�0�0�1� �(�S�.�7�0� �r�e�a�d� �w�i�t�h� �S�.�6�8�,� �S�.�7�1� �r�e�a�d� �w�i�t�h� �S�.�6�8�,� �S�.�7�2� �r�e�a�d� �w�i�t�h� �S�.�6�8� �&� 

�S�.�7�3� �r�e�a�d� �w�i�t�h� �S�.�6�8�)

�T�h�e� �E�n�v�i�r�o�n�m�e�n�t� �P�r�o�t�e�c�t�i�o�n� �A�c�t�,� �1�9�8�6� �(�S�.�1�5� �r�e�a�d� �w�i�t�h� �S�.�7� �&� �S�.�1�5� �r�e�a�d� �w�i�t�h� �S�.�8�)

�T�h�e� �W�a�t�e�r� �(�P�r�e�v�e�n�t�i�o�n� �a�n�d� �C�o�n�t�r�o�l� �o�f� �P�o�l�l�u�t�i�o�n�)� �A�c�t�,� �1�9�7�4� �(�S�.�4�1�(�2�)� �&� �4�3�)

�T�h�e� �A�i�r� �(�P�r�e�v�e�n�t�i�o�n� �a�n�d� �C�o�n�t�r�o�l� �o�f� �P�o�l�l�u�t�i�o�n�)� �A�c�t�,� �1�9�8�1� �(�S�.�3�7�)

�T�h�e� �S�u�p�p�r�e�s�s�i�o�n� �o�f� �U�n�l�a�w�f�u�l� �A�c�t�s� �a�g�a�i�n�s�t� �S�a�f�e�t�y� �o�f� �M�a�r�i�t�i�m�e� �N�a�v�i�g�a�t�i�o�n� �a�n�d� �F�i�x�e�d� �P�l�a�t�f�o�r�m�s� �o�n� �C�o�n�t�i�n�e�n�t�a�l� �S�h�e�l�f� �A�c�t�,� �2�0�0�2

�(�S�.�3�)

�P�a�r�t� �C� �o�f� �t�h�e� �S�c�h�e�d�u�l�e�:

�C�r�o�s�s� �b�o�r�d�e�r� �o�f�f�e�n�c�e�s� �w�i�t�h�o�u�t� �a�n�y� �m�o�n�e�t�a�r�y� �t�h�r�e�s�h�o�l�d� �c�o�v�e�r�i�n�g� �a�l�l� �o�f�f�e�n�c�e�s� �s�p�e�c�i�f�i�e�d� �i�n� �P�a�r�t�-�A�,� �o�r� �P�a�r�t�-�B� �w�i�t�h�o�u�t� �a�n�y� �t�h�r�e�s�h�o�l�d�,� 

�o�r� �o�f�f�e�n�c�e�s� �a�g�a�i�n�s�t� �p�r�o�p�e�r�t�y� �u�n�d�e�r� �c�h�a�p�t�e�r� �X�V�I�I� �o�f� �t�h�e� �I�n�d�i�a�n� �P�e�n�a�l� �C�o�d�e�.� � 
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Appendix E - Important Circulars & Instructions issued by the Regulators

Reserve Bank of India

29.11.2004 KYC Guidelines-AML Standards- Scheduled Commercial banks

15.12.2004 KYC Guidelines-AML Standards- Primary Urban Co-operative Banks

18.02.2005 KYC Guidelines-AML Standards- State Co-operative Banks and District Central Co-operative Banks

18.02.2005 KYC Guidelines-AML Standards - Regional Rural Banks

23.08.2005 KYC Guidelines-AML Standards - Scheduled Commercial Banks

23.08.2005 KYC Guidelines-AML Standards- Primary Urban Co-operative Banks

23.08.2005 KYC Guidelines-AML Standards - State Co-operative Banks and District Central Co-operative Banks

23.08.2005 KYC Guidelines-AML Standards - Regional Rural Banks

11.10.2005 KYC for persons authorised by NBFCs including brokers/agents etc. to collect public deposit on behalf of 

NBFCs

21.11.2005 Credit card operations of banks- Scheduled Commercial Banks/NBFCs 

2.12.2005 Anti-Money Laundering Guidelines for Authorised Money Changers

15.02.2006 PMLA- Obligation of banks in terms of Rules notified thereunder - Scheduled Commercial Banks

3.03.2006 PMLA- Obligation of banks in terms of Rules notified thereunder - State Co-operative Banks and District 

Central Co-operative Banks

7.03.2006 KYC Guidelines-AML Standards-NBFCs, Miscellaneous Non-Banking Companies, Residuary Non-Banking 

Companies

9.03.2006 PMLA- Obligation of banks in terms of Rules notified thereunder - Regional Rural Banks

21.03.2006 PMLA- Obligation of banks in terms of Rules notified thereunder - Primary  Urban Co-operative  Banks

05.04.2006 PMLA- Obligation of NBFCs in terms of Rules notified thereunder - NBFCs, Miscellaneous Non-Banking 

Companies, Residuary Non-Banking Companies

26.06.2006 Anti-Money Laundering Guidelines for all authorsied persons in Foreign Exchange

16.11.2006 Compliance function of Banks- Scheduled Commercial Banks

17.04.2007 Circular on Safe Deposit Lockers includes Customer Due Diligence  for allotment of lockers

13.04.2007 KYC Norms/AML Standards/CFT - Wire Transfers - Scheduled Commercial Banks

20.04.2007 Compliance function of Banks- Scheduled Commercial Banks

18.05.2007 KYC Norms/AML Standards/CFT - Wire Transfers - State Co-operative Banks and District Central Co-

operative Banks

21.05.2007 KYC Norms/AML Standards/CFT - Wire Transfers -Regional Rural Banks (RRBs)

25.05.2007 KYC Norms/AML Standards/CFT - Wire Transfers -Primary Urban Co-operative Banks

17.10.2007 Anti-Money Laundering Guidelines for all authorsied persons in Foreign Exchange

18.02.2008 KYC Norms/AML Standards/CFT - Scheduled Commercial Banks

25.02.2008 KYC Norms/AML Standards/CFT- Primary Urban Co-operative Banks

27.02.2008 KYC Norms/AML Standards/CFT-Regional Rural Banks

28.02.2008 KYC Norms/AML Standards/CFT- State Co-operative Banks and District Central Co-operative Banks

22.05.2008 Circular on KYC norms/AML/CFT obligation of banks

01.07.2008 Master Circular on KYC norms/AML/CFT obligation of banks 

23.06.2009 List of Terrorist Individuals/Organisations - under UNSCR 1267(1999) and 1822(2008) 

01.07.2009 Master Circular - KYC norms / AML standards/ CFT/Obligation for Scheduled Commercial Banks 

01.07.2009 Master Circular - KYC Guidelines - AML Standards for all NBFCs, MNBs, RNBs

01.07.2009 Master Circular - Para-banking Activities for all scheduled commercial banks (excluding RRBs)

01.07.2009 Master Circular - Foreign Contribution ( Regulation ) Act, 1976 

01.07.2009 Master Circular - KYC Guidelines - AML Standards for all NBFCs, MNBs, RNBs

19.11.2009 KYC norms/ AML standards/CFT - Obligation of Authorised Persons - Money changing activities

11.08.2009 List of Terrorist Individuals/Organisations - under UNSCR 1267(1999) and 1822(2008) 

14.08.2009 Use of RTGS/NEFT/NECS/ECS - Compliance with FEMA Regulations and Wire Transfer Guidelines 
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Appendix E  (continued)
14.08.2009 Policy Guidelines for issuance and operation of Prepaid Payment Instruments in India 

27.11.2009 KYC norms/ AML standards/CFT - Cross Border Inward Remittance under MTSS

11.09.2009 KYC norms / AML standards/CFT/Obligation of scheduled commercial banks

16.09.2009 Adherence to KYC/AML guidelines-Multi Level Marketing firms - Primary (Urban) Co-operative Banks 

17.09.2009 CFT - Unlawful Activities (Prevention) Act, 1967 - Obligation of scheduled commercial banks 

29.09.2009 KYC Norms / AML Standards and obligation of Regional Rural Banks (RRBs) 

30.09.2009 KYC / AML Standards / CFT / Obligation of State and Central Co-operative Banks 

29.10.2009 CFT- Unlawful Activities (Prevention) Act, 1967 - Obligation of State and Central Co-operative Banks 

05.11.2009 CFT- Unlawful Activities (Prevention) Act, 1967 - Obligation of RRBs

13.11.2009 Prevention of Money Laundering Act, 2002 - Obligation of Urban Co-operative Banks (UCBs)

13.11.2009 KYC Norms/AML Standards/CFT-Obligations under PMLA 2002 - NBFCs

16.11.2009 CFT- Unlawful Activities (Prevention) Act, 1967 - Obligation of UCBs

16.11.2009 KYC Norms/AML Standards/CFT-Obligations under PMLA 2002 - UCBs

27.11.2009 KYC norms/ AML standards/CFT - Obligation of Authorised Persons - Money changing activities

22.12.2009 KYC norms/ AML standards/CFT - Obligation of Payment System Operators

12.01.2010 Prevention of Money-laundering Amendment Rules, 2009 - Obligation of banks/Financial Institutions

26.03.2010 KYC guidelines - accounts of proprietary concerns - Obligation of Scheduled Commercial Banks 

26.03.2010 KYC norms/AML Standards/CFT -Obligation of Scheduled Commercial Banks 

01.07.2010 KYC norms/AML Standards/CFT -Obligation of Scheduled Commercial Banks 

Apr - May, Anti-Money Laundering (AML) /Combating of Financing Terrorism (CFT) Standards. FATF Statement 

2011 identifying a list of jurisdictions which have strategic AML/CFT deficiencies to Authorized Persons, MTSS, 

PSO, DCCBs,StCBs, Money Changing Activities, UCBs, NBFCs, RNBCs.

05.04. 2011 Operation of deposit accounts with NBFCs and money mules.

01.07.2011 Master Circular on Money Transfer Service Scheme.

01.07.2011 Master Circular on Know Your Customer (KYC) Norms/ Anti-Money Laundering (AML) Standards/ Combating 

of Financing of Terrorism (CFT) Obligation of banks under Prevention of Money Laundering Act, 2002. to All 

Scheduled Commercial Banks (Excluding RRBs)/ All India Financial Institutions/ Local Area Banks. UCBs

01.07.2011 Master Circular - KYC Guidelines - Anti-Money Laundering Standards - PMLA, 2002 - Obligations of NBFCs.

08.08.2011 Opening of "Small Account"

02.10.2011 Appointment of Agents/ Franchisees by Authorized Dealer Category - I banks, Authorized Dealer Category 

- II and Full Fledged Money Changers - Revised guidelines.

09.11.2011 UCBs - KYC Norms - Letter issued by UDAI containing details of name, address and Aadhaar number.

22.12.2011 KYC Norms/ AML Standards/CFT - Obligation of Authorized Persons under PMLA, 2002

30.12.2011 KYC Norms /AML Standards/CFT/Obligation of Banks under PMLA 2002 - Assessment and Monitoring of Risk.

Securities Exchange Board of India (SEBI)

18.01.2006 Guidelines for Anti Money Laundering Measures

20.03.2006 Obligations of Intermediaries under the PMLA 

27.04.2007 Permanent Account Number (PAN) to be the sole identification number 

19.12.2008 Master Circular on AML/CFT -Obligations of Securities Market Intermediaries

01.09.2009 AML Standards/CFT-Obligations of Securities Market Intermediaries 

23.10.2009 CFT under Unlawful Activities (Prevention) Act, 1967 - all registered intermediaries 

14.06.2010 AML Standards / CFT -Obligation of Securities Market Intermediaries

05.10.2011 Uniform Know Your Client (KYC) requirements for the securities market.

25.10.2011 In-person verification (IPV) of clients by subsidiaries of Stock Exchanges, acting as Stock Brokers

02.12.2011 The Securities and Exchange Board of India (KYC Registration Agency) Regulations, 2011

23.12.2011 Guidelines in pursuance of the SEBI KYC Registration Agency (KRA) Regulations, 2011 and In-Person 

Verification (IPV)
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Appendix E - Important Circulars & Instructions issued by the Regulators

Reserve Bank of India

29.11.2004 KYC Guidelines-AML Standards- Scheduled Commercial banks

15.12.2004 KYC Guidelines-AML Standards- Primary Urban Co-operative Banks

18.02.2005 KYC Guidelines-AML Standards- State Co-operative Banks and District Central Co-operative Banks

18.02.2005 KYC Guidelines-AML Standards - Regional Rural Banks

23.08.2005 KYC Guidelines-AML Standards - Scheduled Commercial Banks

23.08.2005 KYC Guidelines-AML Standards- Primary Urban Co-operative Banks

23.08.2005 KYC Guidelines-AML Standards - State Co-operative Banks and District Central Co-operative Banks

23.08.2005 KYC Guidelines-AML Standards - Regional Rural Banks

11.10.2005 KYC for persons authorised by NBFCs including brokers/agents etc. to collect public deposit on behalf of 

NBFCs

21.11.2005 Credit card operations of banks- Scheduled Commercial Banks/NBFCs 

2.12.2005 Anti-Money Laundering Guidelines for Authorised Money Changers

15.02.2006 PMLA- Obligation of banks in terms of Rules notified thereunder - Scheduled Commercial Banks

3.03.2006 PMLA- Obligation of banks in terms of Rules notified thereunder - State Co-operative Banks and District 

Central Co-operative Banks

7.03.2006 KYC Guidelines-AML Standards-NBFCs, Miscellaneous Non-Banking Companies, Residuary Non-Banking 

Companies

9.03.2006 PMLA- Obligation of banks in terms of Rules notified thereunder - Regional Rural Banks

21.03.2006 PMLA- Obligation of banks in terms of Rules notified thereunder - Primary  Urban Co-operative  Banks

05.04.2006 PMLA- Obligation of NBFCs in terms of Rules notified thereunder - NBFCs, Miscellaneous Non-Banking 

Companies, Residuary Non-Banking Companies

26.06.2006 Anti-Money Laundering Guidelines for all authorsied persons in Foreign Exchange

16.11.2006 Compliance function of Banks- Scheduled Commercial Banks

17.04.2007 Circular on Safe Deposit Lockers includes Customer Due Diligence  for allotment of lockers

13.04.2007 KYC Norms/AML Standards/CFT - Wire Transfers - Scheduled Commercial Banks

20.04.2007 Compliance function of Banks- Scheduled Commercial Banks

18.05.2007 KYC Norms/AML Standards/CFT - Wire Transfers - State Co-operative Banks and District Central Co-

operative Banks

21.05.2007 KYC Norms/AML Standards/CFT - Wire Transfers -Regional Rural Banks (RRBs)

25.05.2007 KYC Norms/AML Standards/CFT - Wire Transfers -Primary Urban Co-operative Banks

17.10.2007 Anti-Money Laundering Guidelines for all authorsied persons in Foreign Exchange

18.02.2008 KYC Norms/AML Standards/CFT - Scheduled Commercial Banks

25.02.2008 KYC Norms/AML Standards/CFT- Primary Urban Co-operative Banks

27.02.2008 KYC Norms/AML Standards/CFT-Regional Rural Banks

28.02.2008 KYC Norms/AML Standards/CFT- State Co-operative Banks and District Central Co-operative Banks

22.05.2008 Circular on KYC norms/AML/CFT obligation of banks

01.07.2008 Master Circular on KYC norms/AML/CFT obligation of banks 

23.06.2009 List of Terrorist Individuals/Organisations - under UNSCR 1267(1999) and 1822(2008) 

01.07.2009 Master Circular - KYC norms / AML standards/ CFT/Obligation for Scheduled Commercial Banks 

01.07.2009 Master Circular - KYC Guidelines - AML Standards for all NBFCs, MNBs, RNBs

01.07.2009 Master Circular - Para-banking Activities for all scheduled commercial banks (excluding RRBs)

01.07.2009 Master Circular - Foreign Contribution ( Regulation ) Act, 1976 

01.07.2009 Master Circular - KYC Guidelines - AML Standards for all NBFCs, MNBs, RNBs

19.11.2009 KYC norms/ AML standards/CFT - Obligation of Authorised Persons - Money changing activities

11.08.2009 List of Terrorist Individuals/Organisations - under UNSCR 1267(1999) and 1822(2008) 

14.08.2009 Use of RTGS/NEFT/NECS/ECS - Compliance with FEMA Regulations and Wire Transfer Guidelines 
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Appendix E  (continued)
14.08.2009 Policy Guidelines for issuance and operation of Prepaid Payment Instruments in India 

27.11.2009 KYC norms/ AML standards/CFT - Cross Border Inward Remittance under MTSS

11.09.2009 KYC norms / AML standards/CFT/Obligation of scheduled commercial banks

16.09.2009 Adherence to KYC/AML guidelines-Multi Level Marketing firms - Primary (Urban) Co-operative Banks 

17.09.2009 CFT - Unlawful Activities (Prevention) Act, 1967 - Obligation of scheduled commercial banks 

29.09.2009 KYC Norms / AML Standards and obligation of Regional Rural Banks (RRBs) 

30.09.2009 KYC / AML Standards / CFT / Obligation of State and Central Co-operative Banks 

29.10.2009 CFT- Unlawful Activities (Prevention) Act, 1967 - Obligation of State and Central Co-operative Banks 

05.11.2009 CFT- Unlawful Activities (Prevention) Act, 1967 - Obligation of RRBs

13.11.2009 Prevention of Money Laundering Act, 2002 - Obligation of Urban Co-operative Banks (UCBs)

13.11.2009 KYC Norms/AML Standards/CFT-Obligations under PMLA 2002 - NBFCs

16.11.2009 CFT- Unlawful Activities (Prevention) Act, 1967 - Obligation of UCBs

16.11.2009 KYC Norms/AML Standards/CFT-Obligations under PMLA 2002 - UCBs

27.11.2009 KYC norms/ AML standards/CFT - Obligation of Authorised Persons - Money changing activities

22.12.2009 KYC norms/ AML standards/CFT - Obligation of Payment System Operators

12.01.2010 Prevention of Money-laundering Amendment Rules, 2009 - Obligation of banks/Financial Institutions

26.03.2010 KYC guidelines - accounts of proprietary concerns - Obligation of Scheduled Commercial Banks 

26.03.2010 KYC norms/AML Standards/CFT -Obligation of Scheduled Commercial Banks 

01.07.2010 KYC norms/AML Standards/CFT -Obligation of Scheduled Commercial Banks 

Apr - May, Anti-Money Laundering (AML) /Combating of Financing Terrorism (CFT) Standards. FATF Statement 

2011 identifying a list of jurisdictions which have strategic AML/CFT deficiencies to Authorized Persons, MTSS, 

PSO, DCCBs,StCBs, Money Changing Activities, UCBs, NBFCs, RNBCs.

05.04. 2011 Operation of deposit accounts with NBFCs and money mules.

01.07.2011 Master Circular on Money Transfer Service Scheme.

01.07.2011 Master Circular on Know Your Customer (KYC) Norms/ Anti-Money Laundering (AML) Standards/ Combating 

of Financing of Terrorism (CFT) Obligation of banks under Prevention of Money Laundering Act, 2002. to All 

Scheduled Commercial Banks (Excluding RRBs)/ All India Financial Institutions/ Local Area Banks. UCBs

01.07.2011 Master Circular - KYC Guidelines - Anti-Money Laundering Standards - PMLA, 2002 - Obligations of NBFCs.

08.08.2011 Opening of "Small Account"

02.10.2011 Appointment of Agents/ Franchisees by Authorized Dealer Category - I banks, Authorized Dealer Category 

- II and Full Fledged Money Changers - Revised guidelines.

09.11.2011 UCBs - KYC Norms - Letter issued by UDAI containing details of name, address and Aadhaar number.

22.12.2011 KYC Norms/ AML Standards/CFT - Obligation of Authorized Persons under PMLA, 2002

30.12.2011 KYC Norms /AML Standards/CFT/Obligation of Banks under PMLA 2002 - Assessment and Monitoring of Risk.

Securities Exchange Board of India (SEBI)

18.01.2006 Guidelines for Anti Money Laundering Measures

20.03.2006 Obligations of Intermediaries under the PMLA 

27.04.2007 Permanent Account Number (PAN) to be the sole identification number 

19.12.2008 Master Circular on AML/CFT -Obligations of Securities Market Intermediaries

01.09.2009 AML Standards/CFT-Obligations of Securities Market Intermediaries 

23.10.2009 CFT under Unlawful Activities (Prevention) Act, 1967 - all registered intermediaries 

14.06.2010 AML Standards / CFT -Obligation of Securities Market Intermediaries

05.10.2011 Uniform Know Your Client (KYC) requirements for the securities market.

25.10.2011 In-person verification (IPV) of clients by subsidiaries of Stock Exchanges, acting as Stock Brokers

02.12.2011 The Securities and Exchange Board of India (KYC Registration Agency) Regulations, 2011

23.12.2011 Guidelines in pursuance of the SEBI KYC Registration Agency (KRA) Regulations, 2011 and In-Person 

Verification (IPV)
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Insurance Regulatory and Development Authority (IRDA)

31.03.2006 Guidelines of Anti Money Laundering Programme for Insurers

24.11.2008 Master Circular on AML/CFT -Obligations of Insurance Companies

18.08.2009 Requirement of PAN for Insurance Products for Insurers

24.08.2009 AML Guidelines for Insurance Companies

13.05.2010 Prevention of Money-laundering Amendment Rules, 2010- Obligation of Insurers

16.06.2010 Anti Money Laundering Guidelines - Obligation of Insurers

28.10.2009 Guidelines for implementation of Section 51A of Unlawful Activities (Prevention) Amendment Act 

09.09.2009 The Prevention of Money Laundering (Amendment) Act, 2009 for Insurance Companies

05.07.2011 Amendment to Rule 2(d) of PML (Maintenance of Records) Rules, 2005

05.10.2011 AML/CFT Guidelines - Cash Acceptance Threshold

01.01.2012 Amendment of clause 3.1.1(xiv) of the Master Circular 2010 on AML/CFT guidelines on conducting detailed due 

diligence while taking insurance risk exposure to individuals/ entities connected with countries identified by 

FATF as having deficiencies in their AML/CFT regime.

National Housing Bank (NHB)

31.03.2005 KYC Guidelines - Identification of customers- for Housing Finance Companies

10.04.2006 KYC Guidelines / AML Standards for Housing Finance Companies

17.01.2007 KYC Guidelines / AML Standards -Reporting System for Housing Finance Companies

25.07.2007 KYC Guidelines / AML Standards -Reporting System for Housing Finance Companies

20.02.2009 KYC Norms/AML Standards / Combating of Financing of Terrorism (CFT) for Housing Finance Companies

23.06.2009 KYC Norms/AML Standards / Combating of Financing of Terrorism (CFT) for Housing Finance Companies

25.01. 2010 `Know Your Customer (KYC) Norms/ Anti-Money Laundering (AML) Standards/ Combating of Financing of 

Terrorism (CFT)

06.05.2011 Guidelines on "Know Your Customer"& Anti-Money Laundering Measures" for HFCs
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Appendix F - Obligations of Reporting Entities under PMLA

Obligation When

Communicate the name, designation and address of the Principal At the time of appointment/ change of Principal Officer

Officer to FIU-IND

Formulate and implement a Client Identification Programme (CIP) Initially and in pursuance of any change being 

to determine true identity of clients prescribed by the Regulator

Identify the client, verify their identity and obtain information  At the time of commencement of account-based 

on the purpose and intended nature of the relationship relationship

Verify the identity of the client At the time of carrying out a transaction for an amount 

equal to or exceeding Rupees fifty thousand or any 

international money transfer operation

Identify beneficial owner and a person acting on behalf of a  At the time of commencement of the relationship and 

client, where the client is a juridical person at the time of any change in beneficiary/ authorized 

person

 Obtain a certified copy of documents in evidence of identity At the time of commencement of account-based 

and address and a recent photograph and other documents in relationship

respect of the nature of business and financial status of the 

client (as may be prescribed by the Regulator)

Evolve internal mechanism for maintaining and furnishing  Ongoing

information

Maintain record of all transactions that allows reconstruction Ongoing 

of individual transactions including the nature of transaction, 

the amount and currency of transaction, the date of the 

transaction and the parties of the transaction

Examine transactions and to ensure that they are consistent  As an ongoing due diligence

with the business and risk profile of the customer

Furnish Cash Transaction Report (CTR) to FIU-IND containing  Within 15th day of succeeding month (Monthly 

specified cash transactions Reporting)

Furnish Counterfeit Currency Report (CCR) to FIU-IND Within 7 working days from the date of transaction

Furnish report in respect of Non-Profit-Organizations (NPOs)

Furnish Suspicious Transaction Report (STR) to FIU-IND  Within 7 working days on being satisfied that the 

all suspicious transactions whether or not made in cash, transaction is suspicious 

including attempted suspicious transaction

Maintain records of identity of clients For a period of 10 years from the date of cessation of the 

transaction. The expression 'cessation of the transaction' 

means termination of an account or business relationship.

Maintain records of all transactions For a period of 10 years from the date of transaction.
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Insurance Regulatory and Development Authority (IRDA)

31.03.2006 Guidelines of Anti Money Laundering Programme for Insurers

24.11.2008 Master Circular on AML/CFT -Obligations of Insurance Companies

18.08.2009 Requirement of PAN for Insurance Products for Insurers

24.08.2009 AML Guidelines for Insurance Companies

13.05.2010 Prevention of Money-laundering Amendment Rules, 2010- Obligation of Insurers

16.06.2010 Anti Money Laundering Guidelines - Obligation of Insurers

28.10.2009 Guidelines for implementation of Section 51A of Unlawful Activities (Prevention) Amendment Act 

09.09.2009 The Prevention of Money Laundering (Amendment) Act, 2009 for Insurance Companies

05.07.2011 Amendment to Rule 2(d) of PML (Maintenance of Records) Rules, 2005

05.10.2011 AML/CFT Guidelines - Cash Acceptance Threshold

01.01.2012 Amendment of clause 3.1.1(xiv) of the Master Circular 2010 on AML/CFT guidelines on conducting detailed due 

diligence while taking insurance risk exposure to individuals/ entities connected with countries identified by 

FATF as having deficiencies in their AML/CFT regime.

National Housing Bank (NHB)
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20.02.2009 KYC Norms/AML Standards / Combating of Financing of Terrorism (CFT) for Housing Finance Companies

23.06.2009 KYC Norms/AML Standards / Combating of Financing of Terrorism (CFT) for Housing Finance Companies

25.01. 2010 `Know Your Customer (KYC) Norms/ Anti-Money Laundering (AML) Standards/ Combating of Financing of 

Terrorism (CFT)

06.05.2011 Guidelines on "Know Your Customer"& Anti-Money Laundering Measures" for HFCs
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May-11

June-11

July-11

Aug-11

Gujarat State Police Academy 

Gujarat State Police Academy

National Academy of Customs, Excise and 

Narcotics, Faridabad

CBI Academy, Ghaziabad

CBI Academy, Ghaziabad

CBI Academy, Ghaziabad

National Academy of Customs, Excise and 

Narcotics, Mumbai

Modalities of sharing information about crimes and 

criminals

Training on Economic intelligence for senior Gujarat 

Police Officers

 Role of FIU in implementation of PMLA, 2002

 

Financial Intelligence and role of FIU in detecting 

economic  crimes

AML Workshop  on 'Financial Intelligence & Role of FIU' 

in detecting Economic Crime during Orientation Course 

for new officers joining CBI on deputation

Lecture on Money Laundering

Lecture on "Prevention of Money Laundering & Role of 

Financial Intelligence Unit-India" during course on 

"Capacity Building on Economic Intelligence"

Establishing an FIU: The Indian Experience

Lecture on "Prevention of Money Laundering & Role of 

Financial Intelligence Unit-India

Lecture on "Prevention of Money Laundering & Role of 

Financial Intelligence Unit-India" during course on 

"Capacity Building on Economic Intelligence"

Prevention of Money Laundering and role of FIU-IND

Role of Financial Intelligence Unit-India in Prevention of 

Money Laundering

Role of Financial Intelligence Unit-India in Prevention of 

Money Laundering

Tracking the money trail to counter transnational 

organised crime

"Role of FIU-IND in Combating Money Laundering and 

Financing of Terrorism".

General Overview of AML/CFT Regime & Role of FIU-IND

 Workshop on FIN net Exchange

Lecture on 'Financial Intelligence & Role of FIU in 

detecting Economic Crime' during Orientation Course 

for new officers joining CBI on deputation

Lecture on 'An Introduction to the Collection of Criminal 

Intelligence in economic offences with an Overview of 

FIU and its role in detection of economic offences" 

during course on "Investigation of Economic. Offences"

Financial Intelligence Unit - India

Oct-11

Nov-11

Jan-12

Feb-12

Mar-12

NACEN, Mumbai

CBI, New Delhi

NACEN, New Delhi

Maharashtra Police Academy, Nashik

Mumbai Police, Mumbai

NIA, New Delhi

National Academy of Direct Taxes,  Nagpur

National Academy of Customs, Excise & 

Narcotics, Kanpur

FIU-IND, New Delhi

National Savings Institute MOF, DEA, Nagpur

NACEN, Chennai

NACEN, Faridabad

CBI & Interpol Anti-Corruption Office, Delhi

NACEN, Hyderabad

Deloitte Touche Tohmatsu India Pvt Ltd, Mumbai

NACEN, New Delhi

FIU-IND, New Delhi

IB, New Delhi

NIPFP, New Delhi

RTI, Lucknow

NACEN

Course on PMLA

 FIU-IND's Role in Anti-Corruption Drive

Comparative Study of EP schemes & overview of AML 

framework

AML / CFT Regime & Police Officers

Intelligence sharing and need of Data bank for tracking 

offenders of Economic Crimes

Secure Exchange of Information

Use of Information Technology Management, 

Information/Data Security, Data Mining

Role of FIU for effective implementation of AML & CFT 

provisions

 FINnet Exchange

AML/CFT Regime- Implementation of Post Office saving 

instruments

Role of FIU, AML & CFT

Presentation on 'Role of FIU and PMLA and Financial 

Intelligence' during course on 'Commercial Fraud and 

Money Laundering

Lecture on 'Role of FIU-IND in tracing proceeds of crime' 

during Interpol Global Programme on Anti Corruption 

and Asset Recovery

Lecture on 'Role of FIU for effective implementation of 

AML & CFT Provisions' 

3rd Annual FEMA Summit 2012-FDI Policy and Anti 

Money Laundering

FATF-AML/CFT Regime

Project FINet-Finex

 Project FINet-FINex

Aadhaar and FATF

 Newly recruited ITIs

PMLA and Role of FIU-IND
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IMF Pune

National Academy of Customs, Excise and 

Narcotics, Mumbai

National Academy of Customs, Excise and 

Narcotics, Mumbai

National Housing Bank,  Ooty, Tamil Nadu

LTU, New Delhi

National Academy of Customs, Excise and 

Narcotics, New Delhi

FIU-IND, New Delhi

Lal Bahadur Shastri National Academy of 

Administration, Mussoorie

National Police Academy, Hyderabad

FIU-IND, New Delhi

CBI Academy, Ghaziabad

CBI Academy, Ghaziabad
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Recommendation 1 (Assessing risks and applying risk-based approach)

Countries should identify, assess, and understand the money laundering and terrorist financing risks for the country.

Based on that assessment, countries should apply a risk-based approach (RBA) to ensure that measures to prevent or 

mitigate money laundering and terrorist financing are commensurate with the risks identified.

Countries should require financial institutions and designated non-financial businesses and professions DNFBPs) to 

identify, assess and take effective action to mitigate their money laundering and terrorist financing risks.

Interpretive Note

1.1 Countries should understand that the discretion afforded, and responsibility imposed on, financial institutions and 

designated non-financial bodies and professions (DNFBPs) by the RBA is more appropriate in sectors with greater 

AML/CFT capacity and experience. This should not exempt financial institutions and DNFBPs from the requirement to 

apply enhanced measures when they identify higher risk scenarios.

1.2 The general principle of a RBA is that, where there are higher risks, countries should require financial institutions and 

DNFBPs to take enhanced measures to manage and mitigate those risks; and that, correspondingly, where the risks are 

lower, simplified measures may be permitted. Simplified measures should not be permitted whenever there is a suspicion 

of money laundering or terrorist financing.

1.3  Supervisors (or SRBs for relevant DNFBPs sectors) should ensure that financial institutions and DNFBPs are effectively 

implementing the obligations relating to assessment and mitigation of risk.

Recommendation 2 (National co-operation and co-ordination)

Countries should ensure that policy-makers, the financial intelligence unit (FIU), law enforcement authorities, supervisors and other 

relevant competent authorities, at the policymaking and operational levels, have effective mechanisms in place which enable them 

to cooperate, and, where appropriate, coordinate domestically with each other concerning the development and implementation of 

policies and activities to combat money laundering, terrorist financing and the financing of proliferation of weapons of mass 

destruction.

Recommendation 10 (Customer due diligence)

Financial institutions should be prohibited from keeping anonymous accounts or accounts in obviously fictitious names.

Financial institutions should be required to undertake customer due diligence (CDD) measures when:

(i) establishing business relations;

(ii) carrying out occasional transactions: (i) above the applicable designated threshold (USD/EUR 15,000); or (ii) that are wire 

transfers in the circumstances covered by the Interpretive Note to Recommendation 16;

(iii) there is a suspicion of money laundering or terrorist financing; or

(iv) the financial institution has doubts about the veracity or adequacy of previously obtained customer identification data.

The CDD measures to be taken are as follows:

(a) Identifying the customer and verifying that customer's identity.  

(b) Identifying the beneficial owner, and taking reasonable measures to verify the identity of the beneficial owner.

(c) Understanding and, as appropriate, obtaining information on the purpose and intended nature of the business 

relationship.

(d) Conducting on-going due diligence on the business relationship and scrutiny of transactions undertaken throughout the 

course of that relationship. 
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Financial institutions should be required to apply each of the CDD measures under (a) to (d) above, but should determine the extent 

of such measures using a risk-based approach (RBA).

Where the financial institution is unable to comply with the applicable requirements under paragraphs (a) to (d), it should be 

required not to open the account, commence business relations or perform the transaction; or should be required to terminate the 

business relationship; and should consider making a suspicious transactions report in relation to the customer.

Interpretive Note

10.1 If, during the establishment or course of the customer relationship, or when conducting occasional transactions, a financial 

institution suspects that transactions relate to money laundering or terrorist financing, then the institution should:

(a) identify and verify the identity of the customer and the beneficial owner, irrespective of any exemption or any threshold 

that might otherwise apply; and

(b) make a suspicious transaction report (STR) to the financial intelligence unit (FIU). 

10.2 The CDD measures set out in Recommendation 10 do not imply that financial institutions have to repeatedly identify and 

verify the identity of each customer every time that a customer conducts a transaction. An institution is entitled to rely on the 

identification and verification steps that it has already undertaken, unless it has doubts about the veracity of that information.

10.3 Financial institutions may be permitted to establish a business relationship pending verification of the customer under 

certain circumstances where it is essential so as not to interrupt normal conduct of business. Financial institutions will also need to 

adopt risk management procedures with respect to the conditions under which a customer may utilise the business relationship 

prior to verification. These procedures should include a set of measures, such as a limitation of the number, types and/or amount of 

transactions that can be performed and the monitoring of large or complex transactions being carried out outside the expected 

norms for that type of relationship.

10.4 Financial institutions should be required to apply CDD measures to existing customers on the basis of materiality and risk, 

and to conduct due diligence on such existing relationships at appropriate times, taking into account whether and when CDD 

measures have previously been undertaken and the adequacy of data obtained.

10.5 There are circumstances where the risk of money laundering or terrorist financing is higher, and enhanced CDD measures 

have to be taken. When assessing the money laundering and terrorist financing risks relating to types of customers, countries or 

geographic areas, and particular products, services, transactions or delivery channels, examples of potentially higher-risk situations 

(in addition to those set out in Recommendations 12 to 16) include the following:

(a) Customer risk factors:

? The business relationship is conducted in unusual circumstances (e.g.significant unexplained geographic distance 

between the financial institution and the customer).

?  Non-resident customers.

?  Legal persons or arrangements that are personal asset-holding vehicles.

?  Companies that have nominee shareholders or shares in bearer form.

?  Business that are cash-intensive.

? The ownership structure of the company appears unusual or excessively complex given the nature of the 

company's business.

(b) Country or geographic risk factors:

? Countries identified by credible sources, such as mutual evaluation or detailed assessment reports or published 

follow-up reports, as not having adequate AML/CFT systems.

?  Countries subject to sanctions, embargos or similar measures issued by, for example, the United Nations.

?  Countries identified by credible sources as having significant levels of corruption or other criminal activity.
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Recommendation 18 (Internal controls and foreign branches and subsidiaries)

Financial groups should be required to implement group-wide programmes against money laundering and terrorist financing, 

including policies and procedures for sharing information within the group for AML/CFT purposes.

Financial institutions should be required to ensure that their foreign branches and majority-owned subsidiaries apply AML/CFT 

measures consistent with the home country requirements implementing the FATF Recommendations through the financial groups' 

programmes against money laundering and terrorist financing.

Interpretive Note

18.1 Financial institutions' programmes against money laundering and terrorist financing should include:

(a) the development of internal policies, procedures and controls, including appropriate compliance management 

arrangements, and adequate screening procedures to ensure high standards when hiring employees;

(b) an on-going employee training programme; and

(c) an independent audit function to test the system.

18.2 The type and extent of measures to be taken should be appropriate having regard to the risk of money laundering and 

terrorist financing and the size of the business.

18.3 Compliance management arrangements should include the appointment of a compliance officer at the management 

level.

Recommendation 20 (Reporting of suspicious transactions)

If a financial institution suspects or has reasonable grounds to suspect that funds are the proceeds of a criminal activity, or are related 

to terrorist financing, it should be required, by law, to report promptly its suspicions to the financial intelligence unit (FIU).

Interpretive Note

20.1 All suspicious transactions, including attempted transactions, should be reported regardless of the amount of the 

transaction.

20.2 The reporting requirement should be a direct mandatory obligation, and not an indirect or implicit obligation.

Recommendation 21 (Tipping-off and confidentiality)

Financial institutions, their directors, officers and employees should be:

(a) protected by law from criminal and civil liability for breach of any restriction on disclosure of information, if they 

report their suspicions in good faith to the FIU, and

(b) prohibited by law from disclosing (“tipping-off”) the fact that a suspicious transaction report (STR) or related 

information is being filed with the FIU.

Recommendation 22and 23(DNFBPs: Customer due diligence)

The customer due diligence and record-keeping requirements set out in Recommendations10, 11, 12, 15, and 17, apply to the 

following designated non-financial businesses and professions (DNFBPs)in certain situations and in case of transactions of over a 

prescribed threshold:

(a) Casinos (b) Real estate agents (c) Dealers in precious metals and dealers in precious stones (d) Lawyers, notaries, other 

independent legal professionals and accountants(e) Trust and company service providers .

Recommendations24 and 25 (Transparency and beneficial ownership of legal persons and legal arrangements)

Countries should take measures to prevent the misuse of legal persons and arrangements for money laundering or terrorist 

financing. Countries should ensure that there is adequate, accurate and timely information on the beneficial ownership and control 

of legal persons or express trusts (including information on the settlor, trustee and beneficiaries) that can be obtained or accessed in 

a timely fashion by competent authorities. In particular, countries that have legal persons that are able to issue bearer shares or 
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bearer share warrants, or which allow nominee shareholders or nominee directors, should take effective measures to ensure that 

they are not misused for money laundering or terrorist financing. Countries should consider measures to facilitate access to 

beneficial ownership and control information by financial institutions and DNFBPs undertaking the requirements set out in 

Recommendations 10 and 22.

Interpretive Note

24.1 As part of the process of ensuring that there is adequate transparency regarding legal persons, countries should have 

mechanisms that:

(a) identify and describe the different types, forms and basic features of legal persons 

(b) identify and describe the processes for: (i) the creation of those legal persons; and (ii)the obtaining and recording of 

basic and beneficial ownership information;

(c) make the above information publicly available; and

(d) assess the money laundering and terrorist financing risks associated with different types of legal persons created in 

the country.

24.2 Countries should ensure that either: (a) information on the beneficial ownership of accompany is obtained by that 

company and available at a specified location in their country; or (b) there are mechanisms in place so that the beneficial ownership 

of a company can be determined in a timely manner by a competent authority.

In order to meet these requirements, countries should use one or more of the following mechanisms:

(a) Requiring companies or company registries to obtain and hold up-to-date information on the companies' beneficial 

ownership;

(b) Requiring companies to take reasonable measures to obtain and hold up-to-date information on the companies' 

beneficial ownership;

(c) Using existing information, including: (i) information obtained by financial institutions and/or DNFBPs, in accordance 

with Recommendations 10 and 22; (ii) information held by other competent authorities on the legal and beneficial 

ownership of companies (e.g. company registries, tax authorities or financial or other regulators);and (iii)available 

information on companies listed on a stock exchange.

24.3 Countries should have mechanisms that ensure that basic information, including information provided to the company 

registry, is accurate and updated on a timely basis.

24.4 Competent authorities, and in particular law enforcement authorities, should have all the powers necessary to be able to 

obtain timely access to the basic and beneficial ownership information held by the relevant parties.

24.5 There should be a clearly stated responsibility to comply with the requirements in this Interpretive Note, as well as liability 

for effective, proportionate and dissuasive sanctions for any legal or natural person that fails to properly comply with the 

requirements.

24.6 Countries should rapidly, constructively and effectively provide international cooperation in relation to the exchange of 

basic and beneficial ownership information. This should include (a) facilitating access by foreign competent authorities to basic 

information held by company registries; (b) exchanging information on shareholders; and (c) using their powers to obtain beneficial 

ownership information on behalf of foreign counterparts.

Recommendations 26, 27 and 28 (Regulation and supervision of financial institutions and DNFBPs)

Countries should ensure that financial institutions are subject to adequate regulation and supervision and are effectively 

implementing the FATF Recommendations. Competent authorities or financial supervisors should take the necessary legal or 

regulatory measures to prevent criminals or their associates from holding, or being the beneficial owner of, a significant or 

controlling interest, or holding a management function in, a financial institution.
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Recommendation 18 (Internal controls and foreign branches and subsidiaries)
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information is being filed with the FIU.
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The customer due diligence and record-keeping requirements set out in Recommendations10, 11, 12, 15, and 17, apply to the 

following designated non-financial businesses and professions (DNFBPs)in certain situations and in case of transactions of over a 

prescribed threshold:

(a) Casinos (b) Real estate agents (c) Dealers in precious metals and dealers in precious stones (d) Lawyers, notaries, other 

independent legal professionals and accountants(e) Trust and company service providers .

Recommendations24 and 25 (Transparency and beneficial ownership of legal persons and legal arrangements)

Countries should take measures to prevent the misuse of legal persons and arrangements for money laundering or terrorist 

financing. Countries should ensure that there is adequate, accurate and timely information on the beneficial ownership and control 

of legal persons or express trusts (including information on the settlor, trustee and beneficiaries) that can be obtained or accessed in 

a timely fashion by competent authorities. In particular, countries that have legal persons that are able to issue bearer shares or 
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bearer share warrants, or which allow nominee shareholders or nominee directors, should take effective measures to ensure that 

they are not misused for money laundering or terrorist financing. Countries should consider measures to facilitate access to 

beneficial ownership and control information by financial institutions and DNFBPs undertaking the requirements set out in 

Recommendations 10 and 22.

Interpretive Note

24.1 As part of the process of ensuring that there is adequate transparency regarding legal persons, countries should have 

mechanisms that:

(a) identify and describe the different types, forms and basic features of legal persons 

(b) identify and describe the processes for: (i) the creation of those legal persons; and (ii)the obtaining and recording of 

basic and beneficial ownership information;

(c) make the above information publicly available; and

(d) assess the money laundering and terrorist financing risks associated with different types of legal persons created in 

the country.

24.2 Countries should ensure that either: (a) information on the beneficial ownership of accompany is obtained by that 

company and available at a specified location in their country; or (b) there are mechanisms in place so that the beneficial ownership 

of a company can be determined in a timely manner by a competent authority.

In order to meet these requirements, countries should use one or more of the following mechanisms:

(a) Requiring companies or company registries to obtain and hold up-to-date information on the companies' beneficial 

ownership;

(b) Requiring companies to take reasonable measures to obtain and hold up-to-date information on the companies' 

beneficial ownership;

(c) Using existing information, including: (i) information obtained by financial institutions and/or DNFBPs, in accordance 

with Recommendations 10 and 22; (ii) information held by other competent authorities on the legal and beneficial 

ownership of companies (e.g. company registries, tax authorities or financial or other regulators);and (iii)available 

information on companies listed on a stock exchange.

24.3 Countries should have mechanisms that ensure that basic information, including information provided to the company 

registry, is accurate and updated on a timely basis.

24.4 Competent authorities, and in particular law enforcement authorities, should have all the powers necessary to be able to 

obtain timely access to the basic and beneficial ownership information held by the relevant parties.

24.5 There should be a clearly stated responsibility to comply with the requirements in this Interpretive Note, as well as liability 

for effective, proportionate and dissuasive sanctions for any legal or natural person that fails to properly comply with the 

requirements.

24.6 Countries should rapidly, constructively and effectively provide international cooperation in relation to the exchange of 

basic and beneficial ownership information. This should include (a) facilitating access by foreign competent authorities to basic 

information held by company registries; (b) exchanging information on shareholders; and (c) using their powers to obtain beneficial 

ownership information on behalf of foreign counterparts.

Recommendations 26, 27 and 28 (Regulation and supervision of financial institutions and DNFBPs)

Countries should ensure that financial institutions are subject to adequate regulation and supervision and are effectively 

implementing the FATF Recommendations. Competent authorities or financial supervisors should take the necessary legal or 

regulatory measures to prevent criminals or their associates from holding, or being the beneficial owner of, a significant or 

controlling interest, or holding a management function in, a financial institution.
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Supervisors should have adequate powers to supervise or monitor, and ensure compliance by, financial institutions with 

requirements to combat money laundering and terrorist financing, including the authority to conduct inspections. They should be 

authorised to compel production of any information from financial institutions that is relevant to monitoring such compliance, and 

to impose sanctions, in line with Recommendation 35, for failure to comply with such requirements.

Designated non-financial businesses and professions (DNFBPs) should also be subject to regulatory and supervisory measures. This 

may be performed by (a) a supervisor or (b) by an appropriate self-regulatory body (SRB), provided that such a body can ensure that 

its members comply with their obligations to combat money laundering and terrorist financing.

Interpretive Note

26.1 A risk-based approach to supervising financial institutions' AML/CFT systems and controls should be adopted so as to allow 

supervisory authorities to shift resources to those areas that are perceived to present higher risk.

26.2 The assessment of the money laundering and terrorist financing risk profile of a financial institution/group, including the 

risks of non-compliance, should be reviewed both periodically and when there are major events or developments in the 

management and operations of the financial institution/group.

26.3 Countries should ensure that financial supervisors have adequate financial, human and technical resources. These 

supervisors should have sufficient operational independence and autonomy to ensure freedom from undue influence or 

interference.

Recommendations 29 (Financial Intelligence Units)

Countries should establish a financial intelligence unit (FIU) that serves as a national centre for the receipt and analysis of: (a) 

suspicious transaction reports; and (b) other information relevant to money laundering, associated predicate offences and terrorist 

financing, and for the dissemination of the results of that analysis. The FIU should be able to obtain additional information from 

reporting entities, and should have access on a timely basis to the financial, administrative and law enforcement information that it 

requires to undertake its functions properly.

Interpretive Note

29.1 At a minimum, the information received by FIU should include suspicious transaction reports, as required by 

Recommendation 20 and 23, and it should include other information as required by national legislation (such as cash 

transaction reports, wire transfers reports and other threshold-based declarations/disclosures).

29.2 FIU analysis should add value to the information received and held by the FIU.FIUs should been encouraged to use 

analytical software to process information more efficiently and assist in establishing relevant links. FIU should conduct 

both operational analysis using available and obtainable information to identify specific targets and Strategic analysis to 

identify money laundering and terrorist financing related trends and patterns.

29.3 The FIU should be able to disseminate, spontaneously and upon request, information and the results of its analysis to 

relevant competent authorities.

29.4 In addition to the information that entities report to the FIU (under the receipt function), the FIU should be able to obtain 

and use additional information from reporting entities as needed to perform its analysis properly.

29.5 In order to conduct proper analysis, the FIU should have access to the widest possible range of financial, administrative and 

law enforcement information.

29.6 Information received, processed, held or disseminated by the FIU must be securely protected, exchanged and used only in 

accordance with agreed procedures, policies and applicable laws and regulations.

29.7 The FIU should be operationally independent and autonomous, meaning that the FIU should have the authority and 

capacity to carry out its functions freely, including the autonomous decision to analyse, request and/or disseminate 

specific information.

29.8 Countries should ensure that the FIU has regard to the 'Egmont Group Statement of Purpose' and its principles for 

Information exchange between FIUs.
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Recommendations 34 (Guidance and feedback)

The competent authorities, supervisors and SRBs should establish guidelines, and provide feedback, which will assist financial 

institutions and designated non-financial businesses and professions in applying national measures to combat money laundering 

and terrorist financing, and, in particular, in detecting and reporting suspicious transactions.

Recommendations 35 (Sanctions)

Countries should ensure that there is a range of effective, proportionate and dissuasive actions, whether criminal, civil or 

administrative, available to deal with natural or legal persons covered by Recommendations 6, and 8 to 23, that fail to comply with 

AML/CFT requirements. Sanctions should be applicable not only to financial institutions and DNFBPs, but also to their directors and 

senior management.

Recommendations 40 (Other forms of international co-operation)

Countries should ensure that their competent authorities can rapidly, constructively and effectively (both spontaneously and upon 

request) provide the widest range of international cooperation in relation to money laundering, associated predicate offences and 

terrorist financing. 

Competent authorities should use clear channels or mechanisms for the effective transmission and execution of requests for 

information or other types of assistance and should have efficient processes for prioritization and timely execution of requests, and 

for safeguarding the information received.

Interpretive Note

40.1 Countries should not prohibit or place unreasonable or unduly restrictive conditions on the provision of exchange of 

information or assistance.

40.2 Exchanged information should be used only for the purpose for which the information was sought or provided. Any 

dissemination of the information to other authorities or third parties should be subject to prior authorisation by the 

requested competent authority.

40.3 Competent authorities should maintain appropriate confidentiality for any request for cooperation and the information 

exchanged, in order to protect the integrity of the investigation or inquiry.

40.4 FIUs should exchange information with foreign FIUs, regardless of their respective status; be it of an administrative, law 

enforcement, judicial or other nature. To this end, FIUs should have an adequate legal basis for providing cooperation on 

money laundering, associated predicate offences and terrorist financing.

40.5 Financial supervisors should cooperate with their foreign counterparts, regardless of their respective nature or status. To 

this end, financial supervisors should have an adequate legal basis for providing cooperation, consistent with the 

applicable international standards for supervision.

40.6 Financial supervisors should be able to conduct inquiries on behalf of foreign counterparts, and, as appropriate, to 

authorise or facilitate the ability of foreign counterparts to conduct inquiries themselves in the country, in order to 

facilitate effective group supervision.

40.7 Law enforcement authorities should be able to exchange domestically available information with foreign counterparts for 

intelligence or investigative purposes relating to money laundering, associated predicate offences or terrorist financing, 

including the identification and tracing of the proceeds and instrumentalities of crime. Law enforcement authorities 

should be able to form joint investigative teams to conduct cooperative investigations, and, when necessary, countries 

should establish bilateral or multilateral arrangements to enable such joint investigations.

40.8 Countries should permit their competent authorities to exchange information indirectly with non-counterparts, applying 

the relevant principles above. Indirect exchange of information refers to the requested information passing from the 

requested authority through one or more domestic or foreign authorities before being received by the requesting 

authority
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Supervisors should have adequate powers to supervise or monitor, and ensure compliance by, financial institutions with 
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supervisors should have sufficient operational independence and autonomy to ensure freedom from undue influence or 
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financing, and for the dissemination of the results of that analysis. The FIU should be able to obtain additional information from 

reporting entities, and should have access on a timely basis to the financial, administrative and law enforcement information that it 

requires to undertake its functions properly.

Interpretive Note

29.1 At a minimum, the information received by FIU should include suspicious transaction reports, as required by 

Recommendation 20 and 23, and it should include other information as required by national legislation (such as cash 

transaction reports, wire transfers reports and other threshold-based declarations/disclosures).
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analytical software to process information more efficiently and assist in establishing relevant links. FIU should conduct 

both operational analysis using available and obtainable information to identify specific targets and Strategic analysis to 

identify money laundering and terrorist financing related trends and patterns.

29.3 The FIU should be able to disseminate, spontaneously and upon request, information and the results of its analysis to 

relevant competent authorities.

29.4 In addition to the information that entities report to the FIU (under the receipt function), the FIU should be able to obtain 

and use additional information from reporting entities as needed to perform its analysis properly.

29.5 In order to conduct proper analysis, the FIU should have access to the widest possible range of financial, administrative and 

law enforcement information.

29.6 Information received, processed, held or disseminated by the FIU must be securely protected, exchanged and used only in 

accordance with agreed procedures, policies and applicable laws and regulations.

29.7 The FIU should be operationally independent and autonomous, meaning that the FIU should have the authority and 

capacity to carry out its functions freely, including the autonomous decision to analyse, request and/or disseminate 

specific information.

29.8 Countries should ensure that the FIU has regard to the 'Egmont Group Statement of Purpose' and its principles for 

Information exchange between FIUs.
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Recommendations 34 (Guidance and feedback)

The competent authorities, supervisors and SRBs should establish guidelines, and provide feedback, which will assist financial 

institutions and designated non-financial businesses and professions in applying national measures to combat money laundering 

and terrorist financing, and, in particular, in detecting and reporting suspicious transactions.

Recommendations 35 (Sanctions)

Countries should ensure that there is a range of effective, proportionate and dissuasive actions, whether criminal, civil or 

administrative, available to deal with natural or legal persons covered by Recommendations 6, and 8 to 23, that fail to comply with 

AML/CFT requirements. Sanctions should be applicable not only to financial institutions and DNFBPs, but also to their directors and 

senior management.

Recommendations 40 (Other forms of international co-operation)

Countries should ensure that their competent authorities can rapidly, constructively and effectively (both spontaneously and upon 

request) provide the widest range of international cooperation in relation to money laundering, associated predicate offences and 

terrorist financing. 

Competent authorities should use clear channels or mechanisms for the effective transmission and execution of requests for 

information or other types of assistance and should have efficient processes for prioritization and timely execution of requests, and 

for safeguarding the information received.

Interpretive Note

40.1 Countries should not prohibit or place unreasonable or unduly restrictive conditions on the provision of exchange of 

information or assistance.

40.2 Exchanged information should be used only for the purpose for which the information was sought or provided. Any 

dissemination of the information to other authorities or third parties should be subject to prior authorisation by the 

requested competent authority.

40.3 Competent authorities should maintain appropriate confidentiality for any request for cooperation and the information 

exchanged, in order to protect the integrity of the investigation or inquiry.

40.4 FIUs should exchange information with foreign FIUs, regardless of their respective status; be it of an administrative, law 

enforcement, judicial or other nature. To this end, FIUs should have an adequate legal basis for providing cooperation on 

money laundering, associated predicate offences and terrorist financing.

40.5 Financial supervisors should cooperate with their foreign counterparts, regardless of their respective nature or status. To 

this end, financial supervisors should have an adequate legal basis for providing cooperation, consistent with the 

applicable international standards for supervision.

40.6 Financial supervisors should be able to conduct inquiries on behalf of foreign counterparts, and, as appropriate, to 

authorise or facilitate the ability of foreign counterparts to conduct inquiries themselves in the country, in order to 

facilitate effective group supervision.

40.7 Law enforcement authorities should be able to exchange domestically available information with foreign counterparts for 

intelligence or investigative purposes relating to money laundering, associated predicate offences or terrorist financing, 

including the identification and tracing of the proceeds and instrumentalities of crime. Law enforcement authorities 

should be able to form joint investigative teams to conduct cooperative investigations, and, when necessary, countries 

should establish bilateral or multilateral arrangements to enable such joint investigations.

40.8 Countries should permit their competent authorities to exchange information indirectly with non-counterparts, applying 

the relevant principles above. Indirect exchange of information refers to the requested information passing from the 

requested authority through one or more domestic or foreign authorities before being received by the requesting 

authority
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Spl. Rec. No. Recommendation Rating

SR I Implementation of UN instruments PC

SR II Criminalize TF PC

SR III Freezing and confiscate terrorist assets LC

SR IV Suspicious transaction reporting PC

SR V International co-operation LC

SR VI AML requirements for money/value transfer service LC

SR VII Wire transfer rules LC

SR VIII Non-profit organizations NC

SR IX Cross-border declaration and disclosure PC

C- Compliant LC- Largely Compliant PC- Partially Compliant NC- Non Compliant
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FATF Special Recommendations on Terrorist Financing

Appendix I-Mutual Evaluation Report 2010: Rating at a Glance

Rec. No. Recommendation Rating

Legal System

1 Criminalization of money laundering offence PC

2 Money laundering offence- mental element and corporate liability LC

3 Confiscation and provisional measures PC

Preventive measures

4 Secrecy laws consistent with the Recommendations C

5 Customer Due Diligence PC

6 Politically Exposed Persons PC

7 Correspondent banking LC

8 New technologies and non face-to-face business LC

9 Third parties and introducers N/A

10 Record keeping LC

11 Unusual transactions LC

12 Designated Non-Financial Businesses and Professions (DNFBPs) NC

13 Suspicious transaction reporting PC

14 Protection and no tipping off LC

15 Internal controls, compliance and audit LC

16 Application of R 13,15 and 21 to DNFBPs NC

17 Effective, proportionate and dissuasive sanctions PC

18 Operation of Shell Banks LC

19 Other forms of reporting C

20 Other NFBP and secure transaction techniques LC

21 Special attention for higher risk countries PC

22 Foreign branches and subsidiaries C

23 Regulation, supervision and monitoring PC

24 DNFBP- regulation, supervision and monitoring NC

25 Guidelines and feedback LC

Institutional and other measures

26 Financial Intelligence Unit LC

27 Law enforcement authorities LC

28 Powers of competent authorities C

29 Powers of supervisors LC

30 Resources, integrity and training LC

31 Co-operation among national agencies LC

32 Maintenance of comprehensive statistics LC

33 Unlawful use of legal persons PC

34 Unlawful use of legal arrangements PC

International Co-operation

35 Implementation of international conventions PC

36 Mutual Legal Assistance and extradition LC

37 Dual criminality LC

38 Mutual Legal Assistance on confiscation and freezing LC

39 Money laundering as extraditable offence LC

40 Other forms of co-operation LC
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Appendix J - Outreach 

April-11 Review of AML/CFT Performance of Punjab & Sind Bank, New Delhi.

Review of AML/CFT Performance of  Oriental Bank of Commerce, New Delhi

Review of Compliance of SBI & Associate Banks by FIU-IND, New Delhi

Review of Compliance, AML/CFT Policy of Indian Overseas Bank, Chennai

Workshop on Reporting by Indian Overseas Bank, Chennai

Review of AML/CFT Policy & Compliance of Indian Bank Chennai

Workshop on Obligations of Banks at Indian Bank Chennai

May-11 Workshop on FIUs and their role in detecting economic crime at SBI, Gangtok.

Workshop on  compliance under PMLA, 2002 by FIU-India New Delhi

June-11 Review Meeting with Principal Officers of Indian Private Sector Banks at FIU-IND New Delhi

Workshop on AML/CFT Issues at Kotak Mahindra Bank, Bangalore

Seminar on AML obligations of reporting entities under PMLA at Canara Bank Bangalore

Seminar on AML obligations of reporting entities under PMLA at Vijaya Bank Bangalore

Review of  AML compliance of the Bank of Bank of Maharashtra,  Pune

Workshop on AML Records Maintenance & obligations of Reporting of Bank of Maharashtra Pune

Workshop on AML Records Maintenance & obligations of Reporting of Bank of Maharashtra Pune

Review of AML Obligations of reporting entity & records maintenance of Canara Bank, Bangalore

AML- Review of Compliance under PMLA of Canara Bank, Bangalore

AML- Review of Compliance under PMLA of Vijaya Bank, Bangalore

Workshop on AML Obligations of reporting entity & maintenance of records of Vijaya Bank, 

Bangalore

Review of AML Implementation of KYC / AML Standards & Practices of Vijaya Bank, Bangalore

AML Overview of PMLA of UCO Bank Kolkata

AML - Compliance of KYC / AML norms under PMLA by UCO Bank Kolkata

Interaction on AML KYC / AML norms and observance of PMLA of UCO Bank Kolkata

Review of  AML Compliance of PMLA by United Bank of India Kolkata

Workshop on  AML Best Practices in sound AML and CDD at United Bank of India Kolkata

July-11 AML- Review of Compliance of  PMLA, 2002 by Axis Bank Mumbai

Interaction on  AML Reporting obligations of Payment System Operators and New Reporting 

Format at FIU-IND New Delhi.

Meeting on AML Frauds, Anti-Money Laundering & Compliance at IBA, Mumbai.

Aug-11 AML- Lecture during Workshop on AML at Kotak Mahindra Bank, Ahmedabad

AML- Lecture during Workshop on AML at Kotak Mahindra Bank,  Surat

AML- Lecture during Workshop on AML/CFT issues for Life Insurance Companies at Life Insurance 

Council Mumbai

AML- Lecture during Workshop on AML/CFT issues for Life Insurance Companies at Life Insurance 

Council, Mumbai

Meeting on Role of FIU-IND and obligations of Reporting Entities on AML issues under PMLA, 

Andhra Bank New Delhi

Interaction on AML/CFT Scenario and introduction of new reporting format at FIU-IND, New Delhi

Interaction on AML Compliance of Cooperative Banks to AML/CFT regulations by FIU-IND, New 

Delhi
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Sep-11 AML- Workshop on Red Flag Indicators and New Reporting Format at FIU-IND, New Delhi

Workshop on AML /PMLA - Role of FIU, Obligations of Reporting Entities at NHB, New Delhi

AML- Train the Trainer Workshop on AML/CFT/KYC by FIU-IND New Delhi

Workshop on AML/CFT Regime of India & the compliance requirements of UCB's, RRB's by FIU-IND 

at CAB, RBI Pune

Workshop on AML Obligations of Reporting Entities of Compliance thereof by UCB's, RRB's & CCB's 

by FIU-IND at NABARD, Bhubaneshwar

Review of AML-CFT Compliance of ICICI Bank, Mumbai

Workshop on AML-CFT Compliance at ICICI Bank Mumbai

Oct-11 Workshop on AML / CFT compliance by RRBs & DCCBs bu FIUU-IND at NABARD, Lucknow.

AML- Interface session of Principal Officers of HFCs with FIU-IND at National Housing Bank, 

Mumbai

Seminar on AML / CFT - FIU Perspective at SBI Academy, Gurgaon

Interaction on AML / CFT framework for Money Changer Association, Chennai.

Nov-11 AML- Review Meeting of Top 25 MFs by FIU-IND at AMFI, Mumabi.

AML Keynote Address: FATF Guidelines and Expectations at SP Media, Mumbai

Meeting with Public Sector Banks of Western Region on AML framework at Mumbai

Workshop on AML / CFT Obligations of Banks at Nashik

Meeting with Card System Operators at FIU-IND, New Delhi.

Meeting on  Role of FIU-IND & AML measures at National Housing Finance, Kerala.

Dec-11 Annual Meeting of Kolkata based public sector banks on AML issues by FIU-IND at United Bank of 

India, Kolkata.

AML Lecture during Workshop on AML/CFT issues at Kotak Mahindra Bank, Hyderabad

Lecture on AML- Role of FIU-IND in international Co-operation relating to criminal matters at 

UNODC New Delhi

Review meeting of Compliance to AML under PMLA regime by UCBs at New Delhi

Lecture on AML/CFT Regime - Obligations of reporting entities at Corporation Bank New Delhi.

Inspection of AML Processing & review of alerts- CBS-Amlock Software at KYC/AML cell of SBI 

Corporate Center, Jaipur.

Lecture on AML and  Role of FIU for effective implementation of AML & CFT provisions at National 

Academy of Customs, Excise & Narcotics, Kanpur

Jan-12 Review meeting of Compliance to AML under PMLA regime by Punjab National Bank, Karur Vysya 

Bank and City Union Bank

AML- Workshop on Red Flag Indicators for Money Transfer Service Agents at FIU-IND, New Delhi

Lecture on FINnet Exchange for senior Income Tax Officers at FIU-IND, New Delhi

Lecture on AML/CFT Regime for Regional Director and Inspecting Officers of National Savings 

Institute at Nagpur 

Lecture on AML and  Role of FIU for effective implementation of AML & CFT provisions at National 

Academy of Customs, Excise & Narcotics, Chennai

Training for Managers of Karur Vysya Bank and City Union Bank on AML/CFT Regime

Feb-12 Lecture on AML and  Role of FIU for effective implementation of AML & CFT provisions at National 

Academy of Customs, Excise & Narcotics, Faridabad
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Council, Mumbai

Meeting on Role of FIU-IND and obligations of Reporting Entities on AML issues under PMLA, 

Andhra Bank New Delhi

Interaction on AML/CFT Scenario and introduction of new reporting format at FIU-IND, New Delhi

Interaction on AML Compliance of Cooperative Banks to AML/CFT regulations by FIU-IND, New 

Delhi
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Sep-11 AML- Workshop on Red Flag Indicators and New Reporting Format at FIU-IND, New Delhi

Workshop on AML /PMLA - Role of FIU, Obligations of Reporting Entities at NHB, New Delhi

AML- Train the Trainer Workshop on AML/CFT/KYC by FIU-IND New Delhi

Workshop on AML/CFT Regime of India & the compliance requirements of UCB's, RRB's by FIU-IND 

at CAB, RBI Pune

Workshop on AML Obligations of Reporting Entities of Compliance thereof by UCB's, RRB's & CCB's 

by FIU-IND at NABARD, Bhubaneshwar

Review of AML-CFT Compliance of ICICI Bank, Mumbai

Workshop on AML-CFT Compliance at ICICI Bank Mumbai

Oct-11 Workshop on AML / CFT compliance by RRBs & DCCBs bu FIUU-IND at NABARD, Lucknow.

AML- Interface session of Principal Officers of HFCs with FIU-IND at National Housing Bank, 

Mumbai

Seminar on AML / CFT - FIU Perspective at SBI Academy, Gurgaon

Interaction on AML / CFT framework for Money Changer Association, Chennai.

Nov-11 AML- Review Meeting of Top 25 MFs by FIU-IND at AMFI, Mumabi.

AML Keynote Address: FATF Guidelines and Expectations at SP Media, Mumbai

Meeting with Public Sector Banks of Western Region on AML framework at Mumbai

Workshop on AML / CFT Obligations of Banks at Nashik

Meeting with Card System Operators at FIU-IND, New Delhi.

Meeting on  Role of FIU-IND & AML measures at National Housing Finance, Kerala.

Dec-11 Annual Meeting of Kolkata based public sector banks on AML issues by FIU-IND at United Bank of 

India, Kolkata.

AML Lecture during Workshop on AML/CFT issues at Kotak Mahindra Bank, Hyderabad

Lecture on AML- Role of FIU-IND in international Co-operation relating to criminal matters at 

UNODC New Delhi

Review meeting of Compliance to AML under PMLA regime by UCBs at New Delhi

Lecture on AML/CFT Regime - Obligations of reporting entities at Corporation Bank New Delhi.

Inspection of AML Processing & review of alerts- CBS-Amlock Software at KYC/AML cell of SBI 

Corporate Center, Jaipur.

Lecture on AML and  Role of FIU for effective implementation of AML & CFT provisions at National 

Academy of Customs, Excise & Narcotics, Kanpur

Jan-12 Review meeting of Compliance to AML under PMLA regime by Punjab National Bank, Karur Vysya 

Bank and City Union Bank

AML- Workshop on Red Flag Indicators for Money Transfer Service Agents at FIU-IND, New Delhi

Lecture on FINnet Exchange for senior Income Tax Officers at FIU-IND, New Delhi

Lecture on AML/CFT Regime for Regional Director and Inspecting Officers of National Savings 

Institute at Nagpur 

Lecture on AML and  Role of FIU for effective implementation of AML & CFT provisions at National 

Academy of Customs, Excise & Narcotics, Chennai

Training for Managers of Karur Vysya Bank and City Union Bank on AML/CFT Regime

Feb-12 Lecture on AML and  Role of FIU for effective implementation of AML & CFT provisions at National 

Academy of Customs, Excise & Narcotics, Faridabad
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Lecture on Role of FIU in Tracing Proceeds of Crime for INTERPOL officials from 15 countries from 

Asia and South Pacific at New Delhi 

Lecture on  Role of FIU for effective implementation of AML & CFT provisions at National Academy 

of Customs, Excise & Narcotics, Hyderabad

Review meeting of Compliance to AML under PMLA regime by State Co-operative Banks at 

Chennai

Lecture during FEMA Summit 2012 on FDI Policy and AML at Mumbai

Lecture on FATF- AML & CFT regime at  National Academy of Customs, Excise & Narcotics, New 

Delhi

Review meeting of Compliance to AML under PMLA regime by State Insurance Companies at 

Hyderabad

Meeting with AML Team of IRDA at Hyderabad

Mar-12 Training of Senior Officers of Banks during 6th Annual Risk and Compliance summit 2012 on AML-

Key Policy Changes

Lecture on FINnet Exchange for Officers of Law Enforcement/Intelligece  at  New Delhi

Lecture on Aadhar and FATF for Govt. Officers at New Delhi

Lecture on Role of FIU for CBDT Officers at Lucknow

Lecture on  PMLA and Role of FIU for effective implementation of AML & CFT provisions at 

National Academy of Customs, Excise & Narcotics, Bangalore

Review meeting of Compliance to AML under PMLA regime by Public Sector Banks at Bangalore

Review meeting of Compliance to AML under PMLA regime by Urban Coop. Banks at Jalandhar

Training of Senior Officers of Banks on AML/CFT Standards and Global Practices-Obligations under 

PMLA 2002 at Mumbai

Training of Members of CISI and ICSI on combating Financial Crimes  at Mumbai
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AMFI Association of Mutual Funds in India 

AML Anti Money Laundering

ANMI Association of NSE Members of India 

APG Asia Pacific Group on Money Laundering

BCP-DR Business Continuity Plan-Disaster Recovery

CBDT Central Board of Direct Taxes

CBEC Central Board of Excise & Customs 

CBI Central Bureau of Investigation 

CCR Counterfeit Currency Report

CFT Combating Financing of Terrorism

CTED Counter Terrorism Executive Directorate

CTR Cash Transaction Report

ED Enforcement Directorate

EMS Enterprise Management System

EOI Expression of Interest

ESW Egmont Secure Web

FATF Financial Action Task Force

FEMA The Foreign Exchange Management Act, 1999

FICN Fake Indian Currency Notes

FINex FINnet Exchange 

FINnet Financial Intelligence Network

FIU-IND Financial Intelligence Unit, India

IA Intelligence Agency

IB Intelligence Bureau 

IBA Indian Banks' Association

ICAI Institute of Chartered Accountants of India 

IMF International Monetary Fund

IRDA Insurance Regulatory and Development Authority

ISPP Information Security Policies and Procedures

JWG Joint Working Group

KMS Knowledge Management System

KYC Know Your Customer

Glossary

LEA Law Enforcement Agency

MEQ Mutual Evaluation Questionnaire

MER Mutual Evaluation Report

MHA Ministry of Home Affairs 

MoU Memorandum of Understanding

NABARD National Bank for Agriculture and Rural 

Development

NBFC Non-banking Financial Company

NCB Narcotics Control Bureau 

NHB National Housing Bank

NSCS National Security Council Secretariat 

NTR Non Profit Organisation Transaction Report

OpWG Operational Working Group

PDC Primary Data Centre

PMLA The Prevention of Money Laundering Act, 2002

R&AW Research & Analysis Wing 

RBI Reserve Bank of India

RBSC Reserve Bank Staff College

REIC Regional Economic Intelligence Committee

RFP Request For Proposal

RGU Report Generation Utility

RPU Report Preparation Utility

RRB Regional Rural Bank

RVU Report Validation Utility

SEBI Securities and Exchange Board of India

SI System Integrator

STR Suspicious Transaction Report

UAPA The Unlawful Activities (Prevention) Act, 1967

UCB Urban Co-operative Bank

UNSCR United Nations Security Council Resolution

XML Extensible Markup Language



Lecture on Role of FIU in Tracing Proceeds of Crime for INTERPOL officials from 15 countries from 
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Lecture on  Role of FIU for effective implementation of AML & CFT provisions at National Academy 

of Customs, Excise & Narcotics, Hyderabad

Review meeting of Compliance to AML under PMLA regime by State Co-operative Banks at 

Chennai

Lecture during FEMA Summit 2012 on FDI Policy and AML at Mumbai

Lecture on FATF- AML & CFT regime at  National Academy of Customs, Excise & Narcotics, New 

Delhi

Review meeting of Compliance to AML under PMLA regime by State Insurance Companies at 

Hyderabad

Meeting with AML Team of IRDA at Hyderabad

Mar-12 Training of Senior Officers of Banks during 6th Annual Risk and Compliance summit 2012 on AML-

Key Policy Changes

Lecture on FINnet Exchange for Officers of Law Enforcement/Intelligece  at  New Delhi

Lecture on Aadhar and FATF for Govt. Officers at New Delhi

Lecture on Role of FIU for CBDT Officers at Lucknow

Lecture on  PMLA and Role of FIU for effective implementation of AML & CFT provisions at 

National Academy of Customs, Excise & Narcotics, Bangalore

Review meeting of Compliance to AML under PMLA regime by Public Sector Banks at Bangalore

Review meeting of Compliance to AML under PMLA regime by Urban Coop. Banks at Jalandhar

Training of Senior Officers of Banks on AML/CFT Standards and Global Practices-Obligations under 

PMLA 2002 at Mumbai

Training of Members of CISI and ICSI on combating Financial Crimes  at Mumbai
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"The FIU is to be commended on the effort that it has made over the past year to pick up on the 
points made in the  MER, to monitor the trends in STR filing, and to be proactive in its direct 
engagement with the reporting institution. The effect appears to have been a markedly 
improved reporting regime"

Observation of FATF's Team that visited FIU-IND on April 13,2011
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